**安徽医科大学信息安全隐患修复报告**

隐患编号：

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 漏洞情况说明 | 单位名称 |  | | | | | | | | |
| 网站或系  统名称 |  | | | 域名/IP | | |  | | |
| 漏洞报告  接收人 |  | | | 漏洞报告  接收时间 | | |  | | |
| 安全情况 | 级 别 | □高 □中 □低 | | 漏洞修复  完成时间 | | |  | | |
| 紧急程度 | □紧急 □一般 | |
| 事件描述 | 描述：（可附页） | | | | | | | |
| 用户单位处理信息(用户单位填写) | 单位负责人 |  | | | | 单位电话 | | |  | |
| 系统管理员 | 姓名 |  | | | E-mail | | |  | |
| 电话 |  | | | 手机 | | |  | |
| 处理方式 | □修复系统漏洞 □修复程序漏洞 □增加密码强度  □其他\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | | | | | | | | |
| 处理细节 | 可附页 | | | | | | | | |
| 处理结果 | □已处理 □忽略安全风险 □其他\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | | | | | | | | |
| 上线申请 | 针对已下线的系统，完成漏洞处置后，填写本单，并完成相关签字、盖章流程，提交纸质档到网络与信息化管理处。网络与信息化管理处收到此单后，协助恢复单位网站或信息系统的正常服务。 | | | | | | | | |
| □申请上线 □申请临时上线\_\_\_\_\_\_\_\_\_\_至\_\_\_\_\_\_\_\_\_\_\_  我单位已阅读上述说明，并已完成处置，现申请系统上线，并愿意承担相关后果。    单位系统管理员签字： 单位负责人签字：  单位盖章：  年 月 日 年 月 日 | | | | | | | | |
| 修复检查(网信处填写) | 修复检测 | 检测人 | |  | | | 检测时间 | | |  |
| 检测结果 | | □已修复 □未修复 □其他\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | | | | | | |
| 检测人签字：    □同意上线 □暂缓上线  □临时上线\_\_\_\_\_\_\_\_\_\_至\_\_\_\_\_\_\_\_\_\_\_  年 月 日 | | | | 网络信息安全主管签字：  □同意上线 □暂缓上线  □临时上线\_\_\_\_\_\_\_\_\_\_至\_\_\_\_\_\_\_\_\_\_\_  年 月 日 | | | | | |

**备注**：表中“隐患编号”“安全情况”与“安徽医科大学信息安全隐患告知书”的“隐患编号”、“安全情况”一致